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A brief summary of presentations
Trends of Cyber Threats and the incident response system (J.H. Lee)
Role of the CERT and international cooperation (H.S. Jung)
Cooperation Suggestion for Detecting Malwares of Websites in AP Region (S.Y. Choi)
An Analysis on Homeland Security a Regulatory Perspective (H.K. CBU)
Cyber Security Applicability and Compliances for Global Online Service (J.S. Choi)
A balance act between cyber security and user convenience (Alfred Wu)

A substantive summary and the main issues that were raised: 
The expansion of Internet and increased use of ICTs has brought about new opportunities, along with new challenges for the Information Society in Asia-Pacific region. However, the Information Society has direct stake in addressing the threats facing cyberspace. Cyberspace is also being used to conduct illegal and criminal activities related to counterfeiting, fraud and identity theft. 
This panel discuss the progress we have made till now, and provide practical guidance on national cybersecurity strategies and cooperated actions needed to establish secure and reliable cyberspace in Asia-Pacific region.

Conclusion & Further Comments:
“Security” issues have wide range concerns, also big GAPs between maturity and primary country. 
[bookmark: _GoBack]Hereafter, will be prepared  more sessions for corporation, communication and information sharing between Asia Pacific region and countries, as political, social, economical technical, educational, operation, best practice, regulation and so on.
